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Abstract of the contribution: This contribution introduces a new Key issue on accessing PLMN services via type-a network and vice versa.

1
Discussion

Type-a network definition allows interworking with PLMN. Thus, access to PLMN services is allowed. This Key issue is about studying how PLMN services can be accessed via Type-a network.
2
Proposal
The following change is proposed for TR 23.734.
*** First Change (all new text) ***
Editor’s note: the key issues and solutions related to type-a/type-b have to be re-evaluated when normative requirements are available in SA1 TR.

*** Second Change ***
5.X

Key issue X: Accessing PLMN services via type-a networks and vice versa
5.X.1
Description

Type-a networks are restricted for use by authorized subscribers only. It is not available for public use. However, UE can be authorized to use both a Public PLMN and type-a networks in which case, it should be studied how the UE can obtain service continuity for services offered by Public PLMN via type-a network and vice versa.
The open issues for this key issue are as follows:

-
Study System architecture aspects to support service continuity between Public PLMN and type-a network. How to enable the 5G system to provide:

-
access to Public PLMN offered services (e.g. voice services) while accessing type-a network;

-
service continuity for PLMN offered services (e.g. voice services) between a type-a and a Public PLMN;

-
access to selected type-a network offered services while accessing Public PLMN;
-
service continuity for type-a network offered services between a type-a network and a Public PLMN.
Note 1:
It is assumed that the UE requires the credential needed for Public PLMN in order to access and obtain Public PLMN offered services. Similarly, it is assumed that the UE requires the credential needed for type-a network in order to access and obtain type-a offered services.
-
How to support the following:

-
Ability for UE to remain registered in both a PLMN (using the credential needed for Public PLMN) and a type-a network (using the credential needed for type-a network) when NR is deployed in both the PLMN and the type-a network.
*** End of changes ***
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